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Abstract of the contribution: This contribution proposes question and interim agreements for KI 4.1, namely to ensure a UE in idle state is able to determine the authenticity of a cell.
1. Introduction
In this document, we treat the clause 5.4.3.1 and propose related questions and interim agreements. 

2. Analysis of question
This contribution addresses the need for:
-
a means to ensure a UE in idle state is able to determine the authenticity of a cell.
This boils down to the following question:
-
What security features are mandatory to support / use for verification of authenticity of the cell during Idle mode cell reselection? 
We propose to add the following questions and also interim agreements.
4. Proposal

**** Beginning of change **** 

E.4 
Questions and Interim Agreements for security area #4

E.4.1 
Questions and Interim Agreements for Key Issue #4.1

E.4.1.1
Verification of authenticity of the cell during RRC idle mode 
E.4.1.1.1
Description of Question
-
What security features are mandatory to support / use for verification of authenticity of the cell during Idle mode cell reselection? 

E.4.1.1.2
Interim Agreement

The following are agreed for normative work:

-
Verification of authenticity of the cell during RRC idle mode will be supported in phase 1. 

- 
In 5G phase 1, solution #4.2 is taken as a base for normative work.
**** End of Change ****
